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Abstract Most of the previous efforts regarding multicast routing in MANETS, have been
devoted to the provision of low-control overhead protocols, being able to max-
imize the packet delivery ratio. In multicast routing, the non-optimality of the
forwarding structure can also lead to transmission of additional data packets
(compared to the minimum required). We call those additional data packets
data-overhead. In this paper, we present a counter-based forwarding elimination
scheme, being able to reduce that overhead depending upon the mobility of the
nodes. Our results show that this approach is able to enhance the bandwidth
consumption of mesh-based multicast ad hoc routing protocols while maintain-
ing nearly the same packet delivery ratio.
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1. Introduction and Motivation

Nowadays mobile and wireless technologies are responding to the necessity
of communicating everyday and everywhere without restrictions. In this atmo-
sphere, ad-hoc networks, the infrastuctureless wireless networks, are gaining
momentum. These networks are creating a big interest due to the variety of ap-
plications they have in different environments, for example rescue operations,
battlefields, or communication between home automation devices.

There is also a manifest interest in allowing these networks to make use
of multicast communication. Several routing protocols have been developed
to route multicast traffic. These protocols are basically grouped into three
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categories [Cordeiro et al., 2003]: stateless multicast like DDM, tree based
protocols like MAODYV or AMRIS and mesh based protocols like ODMRP or
CAMP. There are also some hybrid approaches like AMRoute. Stateless mul-
ticast protocols are oriented to small groups. Tree based protocols do not have
this restriction but they usually have problems with high mobility networks.
In that case, they are outperformed by mesh based protocols which introduce
more redundancy and alternate paths.

Mesh based approaches seem to be a good way to route multicast traffic in
ad hoc networks, however they produce a considerable overhead. This over-
head has two causes: firstly, the instability of the network makes it necessary
to flood control messages periodically. Secondly, there is data overhead. Data
overhead is a consequence of the non-optimality of multicast trees and meshes.
Multicast meshes provide robustness but also cause forwarding nodes to redun-
dantly transmit the same message in the same area. Then, as defined in [Ruiz
and Gomez-Skarmeta, 2004] this data overhead consists of the data messages
unnecessarily transmitted due to the redundancy of the mesh. In addition, pro-
vided that data traffic rates are higher than control packet rates, data overhead
becomes the main source of sub-optimality of routing protocols, producing ex-
cessive bandwidth consumption, increased link-layer contention, and most of
the issues associated to blind flooding [Ni et al., 1999].

Ruiz [Ruiz and Gomez-Skarmeta, 2004] showed that the problem of com-
puting the minimal data-overhead multicast tree is an NP-complete problem.
So, an approximation algorithm is necessary to limit the number of data mes-
sages delivered into the network.

Several algorithms and protocols have been developed to limit the number of
messages flooded or multicasted into the network. These proposals can be basi-
cally grouped into two categories [Yi et al., 2003], topology based approaches
and heuristic based approaches. The former refers to the use of topological
information to reduce the number of nodes which can retransmit a message
for example neighbour-topology-based schemes such as self-pruning [Lim and
Kim, 2000] and multipoint relay MPR [Laouiti et al., 2001] or hierarchical
approaches such as Domain-Based [Gui and Mohapatra, 2004] and Overlay-
Driven hierarchical multicast. The latter, rather than reducing the number of
nodes which can retransmit, allows every node which is in charge of forward-
ing the message to decide, using a heuristic, whether to retransmit it or not; for
example in [Ni et al., 1999] three schemes are defined to reduce the Broadcast
Storm Problem in flooding: counter-based, distance based and probabilistic.

We consider a heuristic approximation algorithm based on the idea that lim-
iting the number of redundant data messages without pruning multicast meshes
will improve the efficiency whilst keeping the robustness. Within the heuris-
tic category we encounter the counter-based algorithm particularly remarkable
due to its performance, its ease of calculation and low resources consumption.
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This algorithm not only is useful to deal with overhead in flooding but also to
make the nodes belonging to the mesh reduce the data overhead.

It is based on the "expected additional coverage" concept [Ni et al., 1999].
Every time a message is retransmitted by a node it covers an area in which
the message can be heard. Then the "expected additional coverage" is the
new area that would be covered for the first time if the node retransmitted the
message. This area gets smaller every time a node listens to the message it has
to retransmit because part of it is already covered by the message heard.

The counter-based algorithm proposes that a message must not be retrans-
mitted if the host has heard it C times before (from now on C' is called the
threshold value), when the "expected additional coverage" becomes too small.

Using this counter-based approach, the threshold value C has to be carefully
chosen and it has to be a trade off between the performance of the protocol and
the reduction of the overhead. A greater threshold provides better performance,
but also higher overhead. Moreover, when the links are instable the number of
messages heard has less significance because the instability of the links may
have prevented the other nodes in the area from receiving the message. This
might be solved by using a greater fixed threshold C, but then the message
saving would decrease with the consequent increment of the overhead and its
problems.

Due to these disadvantages, we consider the traditional counter-based scheme
can be improved by making the threshold C' dependant on the local network
conditions. To do this, we need a representative and distributed metric which
tells the node about the stability of the network around it.

Based on this, we propose here a method to reduce the data overhead in
mesh based protocols: the mobility-aware counter-based algorithm. It is a
new adaptation of the counter-based algorithm which adapts itself to network
conditions using a new mobility metric which fits the requirements detailed
above. This metric, the modal link duration interval, is based on the stability
of the links and allows the node to be aware of its local network conditions.

This paper is organized as follows, in the next section we propose the mobility-
aware counter-based algorithm, our adaptation to multicast of the counter-
based mechanism. In Section 3 we present and evaluate the results of the
simulation. Finally, the conclusions are provided in the last section.

2. Mobility-aware Counter Scheme

As we have seen before, counter-based mechanisms [Ni et al., 1999], based
on the "expected additional coverage" concept have been revealed as a good
approach to reduce the redundancy in flooding. We use a similar approach for
dealing with data overhead reduction. Below, we define our proposed metric,
and afterwards we will describe our proposed approach.
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Modal link duration interval (MLD) mobility metric

We have chosen a metric based on the link duration [Boleng et al., 2002]
which is a good indicator for protocol performance. The link duration metric
fits many of our requirements: it is distributed and reflects network condi-
tions. But if a few nodes behave very differently from the rest, the average
may not reflect the behaviour of the majority of the network. We desire a met-
ric which reflects the behaviour of the majority of the forwarder neighbours,
hiding the distortion produced by "rebel" nodes. Thus, instead of the mean, we
have adopted a modal interval of the average link duration of every forwarder
neighbour.

The way we compute the metric is the following: firstly, we split the set of
real numbers into intervals (for example, due to the heuristic function proposed
the z axis has been split into three intervals). Secondly, for a period of time
T, every node computes the average link duration LD with each forwarder
neighbour it has. In order to compute if the links are up or down, the period of
time 7" is divided into k timeslots whose size ¢ has to be long enough to allow
the node to receive at least one message from every neighbour (this happens
at least every periodic flooding timeout). Then, the average link duration for
each forwarder node f in a period of time T', LDy, is defined as:

the h(7) s function determines if the link with f is alive in the timeslot <.

N 1 if the node has heard a message from f
h(i)s = { 0 otherwise @

Chy calculates how many times the link goes up in the period 7T'.

=Rl h() x h(i + 1) ifh(1) =0
Chy = )
14+ Y5 h@) « h(i + 1) if A(1) # 0

Then LDy is calculated by dividing the time in which the link with node f
is alive over the times the link goes up in the period T":

Yrh(@)fif Chy=0
LDy = (©)
h(i)s .
Egh(% if Chy #0
Thirdly, every computed LD belongs to an interval from the set previously
defined in the first step, then, modal link duration interval M LD is the interval
to which the greatest number of LD ¢ belongs.
In order to adapt the metric asymptotically to the changing network condi-
tions, the 7" period has a window structure computing the metric every ¢ time
units.
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This metric gives the node an idea of what is happening with the majority
of the nodes in the neighbourhood, what is happening in the area it is in. For
example, if M LD is higher, the network around is basically stable, no matter
if there are a few nodes with low stable links or they are moving together in
the same direction.

The Mobility-aware Counter-based Algorithm

The mobility-aware counter-based algorithm used to reduce data overhead
in mesh based protocols is built around the basic counter algorithm. This
mobility-aware counter-based algorithm is only executed by the nodes belong-
ing to the mesh because they are in charge of forwarding the data messages and
consists of two processes working concurrently: the first computes the value
of the threshold C' as a function of MLD, C = CC(MLD), whereas the
second applies the counter-based approach. Fig. 1 shows how the mobility-
aware counter-based algorithm works and we have chosen a function C' =
CC(MLD) based on the following heuristics:

n Ifthe value of M LD is low, the node itself has not been able to establish
stable links with other nodes. Probably, when it is going to resend the
message, the links with the intended receivers will be broken. For this
reason, it will only retransmit the message if it has heard it very few
times, to deal with the possibility that there are hardly any nodes in the
area able to forward the message.

m If the value of M LD is medium, the node is in a network where a great
number of the nodes are able to set links of a moderate duration. A
medium value of C helps to cover the expected area.

m If the value of M LD is high, the network is basically stable: there are
few changes, so a low threshold should be enough.

3. Simulation Results

The data overhead reduction mechanisms presented above are going to be
applied to a multicast routing protocol to test if they really assess the perfor-
mance of the proposed approach. We have chosen ODMRP because it is a well
known mesh based protocol and offers a good performance when compared
with other multicast routing protocols [Lee et al., 1999].

To simulate our mobility-aware counter scheme we have considered the fol-
lowing time ranges:

» MLD is the interval [0,21): it has a low value. Then C is low, and
we considered low C' = 2. According to [Boleng et al., 2002] links
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mainLoop()
{

msg'= recelveMessage();

if{msg.isDuplicate() == false)

{ /*Event handler called when
msg.setCounter(1); m;’:ffmm formessage
'msg.setTimer(random(o,..

fmax)); ;lmerExphed(msg)
msg.startTimer(); C=CCMLD);

}e ise iffmsg:getCounter()==:C)

{ msg.discard();
if{insg.timerExpired() = false) wlae msg.retransmit();

msg.incrementCounten(); }

}

Figure 1.  Pseudocode for the mobility-aware counter-based algorithm

with a lifetime lower than 20 seconds lead to a poor performance of the
protocols.

»  MLD is the interval (21, 75): it has a medium value. Then C' is medium
and we considered medium C' = 3.Links which last more than 75 sec-
onds are highly stable links when dealing with the instability of ad-hoc
networks.

m  MLD is the interval [75, 00): it has a high value. Then C is low, and we
considered low C' = 2.

The period of time 7" in which the M LD is calculated is 90 seconds which we
consider a good value to capture both long and short lived links. The M LD
is computed every 3 seconds because that is the flooding timeout. We have
chosen C' = 3 as the medium value because according to [Ni et al., 1999], the
additional expected coverage is about 10%.

For simulating we have used the NS-2 [Ns] network simulator version 2.1b8
with the multicast extensions developed by the Rice University Monarch Project
[Mon].

The simulated scenario consists of 100 mobile hosts randomly distributed
over an area of 1600x1200m. The radio channel capacity for each mobile
node is 2 Mb/s, using the IEEE 802.11b DCF MAC layer and a communi-
cation range of 250 m. Each one of the approaches has been evaluated over
the same pre-generated set of 330 scenarios with varying mobility speed and
traffic loads. Mobile nodes move using a Gauss-Markov model [Camp et al.,
2002] with a maximum speed of 0, 5, 10, 15, and 20 m/s. Ten different traffic
loads where tested consisting of 1, 2, and 4 CBR sources for the same multicast
group, and a varying number of receivers, 5, 15, and 30.
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Performance Metrics

To assess the effectiveness of the different mechanisms, we have used the
following performance metrics:

= Packet delivery ratio. Defined as the number of data packet successfully
delivered over the number of data packets generated by the sources.

= Normalized packet overhead. Defined as the total number of control
and data packets sent and forwarded normalized by the total number of
packets successfully delivered.

m  Forwarding efficiency. The average number of times that a multicast data
packet was forwarded by the routing protocol. This metric represents the
efficiency of the underlying forwarding structure.

= Average delivery delay. For each receiver, the average delay of all pack-
ets received is computed. Then the average delivery delay is the mean of
all of these averages.

Analysis of the Results

We have simulated three approximations of the counter-based scheme: two
with fixed threshold values of C=2 and C=3 respectively and one with our
mobility-aware counter approach. Their results have been compared with the
results offered by the ODMRP protocol. Fig. 2 to fig. 7 show the results with
15 receivers and 1, and 4 sources as a function of the maximum speed of the
nodes. The increment of the number of sources implies the increase of both
the traffic and the density of the forwarder nodes.

Fig. 2 and fig. 6 show the packet delivery ratio (PDR). In all simulations, the
fixed threshold C' = 2 offers an insufficient PDR: almost always under 95%.
This is because having fewer retransmissions affects the network connectivity.
Regarding the other approaches, counter-based schemes have worse PDR than
ODMRP in sparse networks. This is because the mesh has not enough redun-
dancy; this situation gets worse as speed increases because there are more link
breakages and there are no alternative paths. As the network becomes denser,
counter-based mechanisms offer a higher PDR and with C' = 3, the speed
only causes a slight drop. However, our mobility-aware counter scheme gets a
higher PDR when the speed is higher than 10 m/s. This is because our scheme
adapts itself to higher speeds.

Fig. 3 and fig. 7 show the normalized overhead. In all cases, the use
of counter-based schemes reduces considerably the overhead, obtaining the
higher saving when more redundancy is in the network. Our mobility-aware
counter scheme provides better savings than C = 3 but worse than C = 2
(when compared with ODMRP the saving is between 27% and 56%). It also



242 K. Al Agha, 1. Guérin Lassous and G. Pujolle

provides better overhead reduction when the mesh is denser. However, unlike
fixed threshold approaches, there is a variation with the speed of the nodes: the
saving is better in low mobility environments where the links are stable. This
is because our scheme detects the stability of the network, and hence it can
provide better savings.

Fig. 4 and fig. 8 show the forwarding efficiency (FEF). It is observed that
the number of times a packet has to be forwarded experiments an important de-
crease compared with ODMRP when using counter-based schemes. This is be-
cause they prevent the nodes from retransmitting unnecessary broadcasts. Re-
sults are similar to those for overhead, and our mobility-aware counter scheme
provides lower FEF than C' = 3 but greater than C = 2.

Fig. 5 and fig. 9 show the average delivery delay. Here, all counter-based
schemes present similar results higher than the ones presented by ODMRP.
This is because ODMRP always follows a shortest path tree approach, but
when using a counter-based approach the path that a message follows from its
source to its destination does not have to be the shortest one, since there are
nodes which do not retransmit.

Summing up, these graphs show that counter schemes can be applied suc-
cessfully to multicast mesh based protocols. In general, all the adaptations
save overhead and obtain a better forwarding efficiency, getting better results
in environments where the density of forwarder nodes is higher. Regarding
our mobility-aware counter scheme, its performance can be situated into both
thresholds: it usually offers an acceptable PDR (near the PDR of the C' = 3
approach) with a better forwarding efficiency and overhead reduction. The
overhead curve is nearer C' = 2 (whose performance has resulted insufficient)
when the mobility is low because links last more time and it is nearer C' = 3
when the mobility is high because of link breakages. The best performance
is when the mobility is low but not completely static, in which it offers really
better PDR than C' = 2 but the overhead saving is almost the same.

4. Conclusions

The alternative paths grant robustness to multicast mesh based protocols at
the expense of adding redundant data transmissions. Providing more efficiency
to data dissemination has to be done while keeping the robustness. To address
this question we have made the mesh nodes use the counter-based algorithm
to decide whether to forward or not. This approach has proven to be a good
solution to reduce data overhead while maintaining the performance. How-
ever, this approach is based on a fixed threshold value: if this value is low, the
algorithm provides better savings at the expense of performing worse, and vice
versa. For this reason we have proposed in this paper an adaptive variant of
this approach. The proposed mobility-aware counter-based mechanism obtains
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good performance as high thresholds do, but has better efficiency in terms of
bandwidth consumption. Using the mobility-aware counter-based mechanism,
every forwarder node changes its threshold value according to the stability of
the network around it. To allow the node to realize the network conditions,
the algorithm uses a new metric, the modal interval of the link duration, which
gives the modal interval of the average duration of the links the node has. This
gives the node an idea of how the majority of the nodes around it are behaving.
Using our mobility-aware counter-based mechanism, the mesh is not pruned,
and as a consequence, its robust structure is preserved. The good performance
of the protocol is kept and the overhead is reduced up to a 56%.
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