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Abstract. This paper presents a new routing algorithm for maximizing
the lifetime of a wireless ad hoc network. Our approach is to reduce the
energy consumption at routing discovery phase and to establish suitable
routing paths with respect to energy-saving. At the routing discovery
phase, we use a dynamic flood filtering algorithm to eliminate the nodes
that are predicted not to participate in the final routing paths. The
prediction rules are based on energy requirement by each connection,
energy availability at each node, and neighbor nodes’ status. Finally, at
the destination node, by using an energy-efficient route selection algo-
rithm, the selected routing path would have small energy consumption
with an ample residual energy capacity.

1 Introduction

The wireless ad hoc network is composed of mobile, wireless nodes; its availability
depends on status of each node. For that, the failure of any node can divide the
network into multiple parts. In particular, if a node runs out of energy, the
probability of network partitioning will increase. Since every mobile node has a
limited power supply, the energy depletion becomes one of the main threats to
the lifetime of the ad hoc network. To cope with the issue, recently proposed
solutions have tried to find energy-efficient routing algorithms, with hope that
the power consumption can be distributed evenly among the nodes (see [1-8] and
references therein).

In this paper, we approach the issue from a different angle. On-demand rout-
ing protocols such as AODV [9] and DSR [10] are most widely accepted algo-
rithms by wireless ad hoc networks. However, when applying those on-demand
routing protocols, the flooding of control messages such as RREQ (route request)
packets at the routing discovery phase will be out of control. Since the flooding is
one of the most energy-intensive operations, the uncontrolled flooding will lead
to unnecessary energy consumption at nodes, resulting in serious redundancy,
contention and collision (known as broadcast storm [11]). Our focus is how to



reduce the energy consumption in the routing discovery phase, while the selected
path still has the reasonable energy capacity. Regarding the broadcast storm,
there have been some previous researches [11-15] for reducing redundancy of the
simple flooding, which can be categorized as follows:

— Probabilistic-based scheme [11, 12, 14]: Whenever a node receives an RREQ
message for the first time, it will re-broadcast the message with a probability
P. This scheme becomes worse (just like the simple flooding) when we want
to increase the reach-ability performance by increasing P.

— Counter-based scheme [11, 14]: When the medium is busy and the queued
messages are many, there is a chance that a node has received the same
RREQ message many times before the node starts re-broadcasting it. As a
remedy, the node keeps track the number of times the same RRE(Q) message
has been received. If it is larger than a threshold, re-broadcasting is inhibited.

— Distance-based scheme [13]: Having understood the relationship between the
distance and the power, we can even directly replace the role of distances
by signal strengths by establishing a signal-strength threshold, and then
make re-broadcast decision. The signal strength information was also used
to facilitate routing.

— Location-based scheme [11, 14]: It uses GPS to get precise location of each
node. The location information is used to facilitate the route discovery pro-
cess.

— Cluster-based scheme[11, 13, 15]: This approach is based on a graph-theoretic
modeling. All nodes are partitioned into clusters. Each node can communi-
cate with other nodes through a host node, called gateway.

From lifetime maximization point of view, some nodes may not be selected
for the final route. For example, a node that has a low residual battery capacity
compared to energy requirement by the incoming connections, may be better
to be filtered out in the route discovery phase. All of above mentioned flooding
schemes, however, did not consider the energy requirement of incoming connec-
tions, the residual energy of each node and the impasse zone (non-destination)
that routing control messages should not be forwarded to. Consequently, they
still have to waste an unnecessary amount of energy for forwarding redundancy
packets. Also, we think some of above mentioned algorithms are too compli-
cated for being implemented in the real world. Our goal in this paper is to
remedy such drawbacks of the existing flood-filtering algorithms while having
the practical applicability.

In this paper, we propose so-called the dynamic flood filtering that considers
four aspects: (i) node residual energy capacity (ii) node’s affordability for incom-
ing connections (iii) neighbor nodes’ link status, and (iv) practical applicability
of the flood filtering. Our idea is to predict whether a node has enough capability
for participating in the final routing path or not, based on its available energy
capacity and its neighbor’s link status. If a node does not have favorable condi-
tions, it will not have to take part in flooding process. Our aim is to apply our
idea to AODV or DSR, achieving energy-efficiency while keeping the on-demand



behavior. One minor contribution of this paper is in the new route selection al-
gorithm (after the flooding is finished) that selects a suitable routing path with
respect to energy-saving. To see the effectiveness of our idea, we compare it with
some other routing algorithms, such as minimum hop (MH) and min-maz bat-
tery cost routing (MMBCR) [4], in which AODV route discovery was combined.
The remainder of this paper is organized as follows. Section II describes our pro-
posed solution. Our simulation results and evaluation are presented in Sections
ITT. Section IV concludes the paper with remarks on ongoing research.

2 Proposed Solutions

2.1 Basic Ideas

The routing protocol that we choose to apply our proposed solutions is ADOV. In
the original on-demand routing protocol, when receiving an RREQ, a node that
is unable to be a destination and does not have a routing path to the destination
in the routing table, will re-broadcast it to other nodes. This action will be
repeated until the RREQ reaches the destination or the node that eventually
has a routing path to the destination. Since only few nodes can take part in the
selected routing path while many others have to only re-broadcast the RREQ
packet, the routing discovery performs many redundant re-broadcast. To solve
this problem, we propose a dynamic flood filtering algorithm. We consider three
cases in which we can predict whether a node will belong to the final selected
routing path or not. From that, we can eliminate unnecessary nodes from the
routing discovery phase:

— Weak node: A node that does not have enough energy for serving the incom-
ing connection. For example, a source node wants to send a big amount of
data, where the minimum energy requirement for sending and receiving this
amount of data is 100 joules. However, when the relay node has only 20 joules
left, so it drains out energy after a short time. Consequently, the connection
will be disconnected and the routing discovery phase will be activated again.
That makes unnecessary energy consumption. Figure 1 shows that when the
energy requirement of the connection from source (A) to destination (F) is
100 joules, the selected path will be (A, D, E, F). The path (A, B, C, F) was
not selected because it contains node B that does not have enough energy
for serving the required connection.

— Congested node: A node has enough residual energy capacity but it coinci-
dentally belongs to some other active routing paths. So its energy will be
drained out very fast. If the energy for serving the current connections and
the coming connections is not enough, then the node would be better reject
incoming connections. Figure 2 shows that node X has enough energy for
serving a connection that requires energy smaller than 120 joules, but it co-
incidentally belongs to two active routing paths: (B, X, E) and (D, X, C). So
as time goes by, the residual energy of node X will go down very fast and the
node cannot guarantee enough energy for serving the incoming connections.
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Fig. 1. The node B should be eliminated from routing discovery phase.
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Fig. 2. Node B, X should be eliminated from routing discovery phase.

— Black zone: Except the node that it receives the RREQ from, a node may
have only one hop neighborhood, all of which as well as itself are not the
destination. Figure 3 shows that an RREQ message is broadcast to an im-
passe (or a black zone), where none of the nodes B, C, D is the destination.
Except node A, node B has only nodes C and D as its neighbors.

2.2 Dynamic Flood Filtering Algorithm

In order to incorporate these three aspects into AODV, we consider to modify
HELLO and RREQ messages of AODV as follows:

— HELLO message: In original AODV, each forwarding node should keep track
of its continued connectivity to active neighbor hops (i.e., which next hops
or precursors the current node has sent /received packets to or from). This is
done by using the HELLO messages that are exchanged periodically among
the nodes. In our flood filtering, we suggest to use two more fields in the
HELLO message, for constructing/updating the neighborhood status table
(e.g. Table 1): (i) RESIDUAL_ENERGY field contains information about
the residual energy capacity of a node. (ii) LINK_STATUS field contains
information about the link status of neighborhood nodes. We use three values
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Fig. 3. Node B, C and D should be eliminated from routing discovery phase.

Table 1. The status table of node B of Figure 3. In this table, the LINKS_STATUS
value of node A is 2, which means that B has connection up to at least 2 hops via node
A because A has other neighbor nodes other than B.

ID Residual Energy Links Status

A 20(§) 2
B 100() 0
C 140(5) 1
D 90(j) 1

to indicate the link state of a node. The record that contains “0” value
belongs to the node that owns this status table. The value being greater
than “0” indicates that the corresponding neighbor node has connection
upto one or more than one hops away. It is notable that our modification of
the HELLO message costs exchanging few more extra bits among the nodes.

— RREQ message: Whenever a source node initiates a routing process for a
connection, the information about incoming energy request (Efyture_request)
of this connection will be piggybacked into ENERGY_REQUEST field of the
RREQ header. The value Efyture_request is calculated as follows:

Efutu’r'e_request = Npackets X (Etz + Etr) (1)

where E;, and E;,. denote energy consumption for transmitting and receiving
one packet, respectively. The number Np,crets denotes the total number
of packets that will be transmitted over the connection. Also, we suggest
using one more field in RREQ header; ENERGY_CAPACITY field stores
the information about energy capacity (Ecapacity) of a routing path.

Since the energy capacity of each possible routing path is equal to the avail-
able energy capacity (E;vailable(i) ) of the weakest node on the path, it is calcu-
lated as follows:

Ecapacity = Mini[EZvailable(i)] (2)
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Fig.4. Modified AODV RREQ Header. 13 bits are reserved for storing EN-
ERGY_REQUEST and ENERGY_CAPACITY information [9].

where Ezmilable(i) is the predicted available energy capacity of node i at time

t and the time ¢ denotes the instance that the RREQ packet passes through
node ¢. This available energy capacity is calculated based on its residual energy
capacity and the energy requirement by the current active routing paths. Let

t be the energy request by active routing path j at time ¢ then:

current_request(y)

Eztwailable(z') = Ef'esidual(i) - Z Ezurrent_request(j) (3)
J

Each time the RREQ message passes by a node, the value Ecqpgeity in EN-
ERGY_CAPACITY field will be compared with Efwailable(i) of that node. If it

is greater than E! (i) then ENERGY_CAPACITY field will be updated

available
with EZU ailable(i)" By performing this method, the ENERGY_CAPACITY field
always contains the minimum available energy capacity of the nodes on the path
that the RREQ packet has traversed. The modified format of RREQ message
header is shown in Figure 4, in which we use 6 reserved bits for storing energy
request information and the other 6 reserved bits for storing energy capacity
information.

In the original AODV routing protocol, at routing discovery phase, when a
node receives an RREQ), it determines whether it has received RREQ:s from the
same originator IP address, during at least the last PATH_DISCOVERY _TIME.
If such an RREQ has been received, the node silently discards the newly re-
ceived RREQ. Else, if this node is not the destination or it does not have an
active routing path to the destination, it will re-broadcast the RREQ message to
all neighboring nodes. In order to eliminate unnecessary nodes from the routing
discovery phase, we add two checking processes into the processing and forward-
ing route request step as follows:

— Weak and congested node: Whenever a node receives an RREQ message,

it will compare its available energy capacity, Ezwilable(i) with the energy
request, Efuture_request Of the incoming connection. If the former is smaller,
then this node will silently discard the RREQ packet. Figure 5 shows that,
node (5) discards an RREQ message because its available energy capacity is

smaller than the energy request. While node (10) has enough residual energy
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Fig. 5. A sample RREQ flooding with 7 forward nodes and 11 non-forwarding nodes.

capacity but it is on-service for two ongoing connections: (11, 10, 12) and (5,
10, 13) at the same time. As a result, its available energy may not be enough
for the incoming connection; it will discard the RREQ packet. In the case
that all the neighbor nodes do not have enough available energy capacity, the
RREQ will broadcast with Efytyre_request value equaling to the maximum
available energy capacity of the neighbor nodes.

— Black zone: In order to prevent the RREQ packet from being broadcast to a
black zone (Figure 3), each node receiving an RREQ will check its neighbors’
link status. If all of the neighbor nodes, except the node that the RREQ is
sent from, are not the destination and have LINK_STATUS value smaller
than ‘2°) it will discard the RREQ packet. In Figure 5, we can see a black
zone starting at node (1) so that the node will discard all RREQ packets.
This case is the same as those of nodes (2) and (16).

2.3 Energy-Saving Route Selection Algorithm

During a receiving period, each received RREQ packets will be saved in a lexico-
graphic order with two entries: (HOP_COUNT, ENERGY_CAPACITY). After
the period, the RREP (route reply) will be generated, with respect to the first
RREQ packet in this lexicographic order. By this way, we hope that the selected
routing path would have smallest energy consumption for transmitting /receiving
data among the possible routing paths. Due to the filtering, the selected path has



reasonable energy capacity for serving the incoming connection. Figure 5 illus-
trates our flooding process. Instead of 16 nodes re-broadcasting RREQ packets,
there are only 7 nodes performing RREQ re-broadcast. The possible routing
paths at the destination are: (S, 4, 11, 15, D) with 4 hops and (S, 3, 12, 13, 14,
D) with 5 hops. The final selected path is (S, 4, 11, 15, D) with smaller hops
(energy consumption) for transmitting and receiving data.

3 Simulation Results and Evaluations

To get the insights on the proposed solutions, we compare it with two other
routing algorithms; one is the minimum hop (MH) and the other is MMBCR [4].
All of them are combined with the RREQ flooding of AODV. Each algorithm is
implemented by the NS2 tool [16]. In our simulation model, 40 mobile nodes are
generated randomly in an area of 500mx500m. The moving speed of each node
is 10m/s. A number of connections with different levels of energy requirement
are established during 900 seconds. In this simulation we choose the energy
requirement of each generated connection is equal with % of the residual energy
capacity of the source node. For instance, if at simulation time ¢, a source node
has residual energy capacity is 10 joules, then the energy requirement of the
connection generated from this node at time ¢ will be %XIO = 7.5 joules.

There are two criteria which will be measured: The first one is the network
lifetime. An ad hoc network will be dead whenever any node cannot send data
to its destination. This case happens when any node runs out of energy, mak-
ing the network partitioned. The second one is the energy consumption when
the network is flooded with routing control messages. The simulation results are
shown in Figures 6-9, in which we use the labels as follows: AODV-MH, AODV-
MMBCR, and AODV-FF&RS stand for the MH, MMBCR and our flood filter-
ing and route selection, respectively. As the name says, all the algorithms are
combined with AODV with respect to the routing discovery phase.

3.1 Network Lifetime

First, we generate 10 connections (source-destination) with different energy re-
quirement levels. The initiating time for each connection is chosen randomly.
Figure 6 shows that our proposed routing algorithm achieved the longest network
lifetime in the case of 10 connections. The network lifetime of AODV-FF&RS
is up to 880s, while AODV-MH and AODV-MMBCR last 660s and 810s, re-
spectively. In our algorithm (AODV-FF&RS), the time until the first node runs
out of its energy is 630s, while those numbers in AODV-MMBCR and AODV-
MH are 300s and 90s, respectively. Figure 6 also shows that the AODV-FF&RS
curve is more slopping than AODV-MH and AODV-MMBCR. This means that
the energy consumption is distributed more equally in case of AODV-FF&RS,
making the deviation among nodes in AODV-FF&RS smaller.

For the numbers of connections, 15 and 20, Figures 7 and 8 show that the
network lifetime becomes shorter. In the case of 15 connections, the network
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Fig. 7. The number of expired nodes as a function of simulation time (15 connections).
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Fig. 8. The number of expired nodes as a function of simulation time (20 connections).

lifetime of APDV-FF&RS is 660s while those of AODV-MMBCR and AODV-
MH are 600s and 450s, respectively. This means that the network lifetime of
our algorithm is longer than AODV-MMBCR and AODV-MH by 10% and 46%,
respectively. With 20 connections, these increments are 11% and 56%. This con-
vinces us that the more traffic load (number of connections) the better effect
that our algorithm gets.

As mentioned above, an ad hoc network is dead whenever any node cannot
send data to its destination. In the cases of 10 and 15 connections, the simulation
results show that, although the network is dead, there are still some alive nodes
with AODV-MMBCR and AODV-FF&RS. This means that when the network
is partitioned, the still-living nodes cannot send and receive data. However, in
the case of 20 connections, the ad hoc network is dead, because of all nodes
running out of energy.

3.2 Routing Energy Consumption

To evaluate the effectiveness of new flooding algorithm, we measure the total
energy consumption for flooding routing control messages in the cases of 10, 15
and 20 connections. In each case, we calculate the total energy that all nodes have
to spend for sending and receiving routing control messages. Figure 9 shows that
with 10 connections the energy consumption of AODV-FF&RS, AODV-MMBCR
and AODV-MH are 14, 59, 64 joules, respectively. With 15 connections, they are
28, 70, 65; with 20 connections, 38, 98, 92 joules. It means that our algorithm



Routing Energy in Joules

d— —f= ADDV-MH
1ok —&— ACDW-MMBCRE | 4
— ADDW-FFARS
D 1 1 1 1 1 1 1 1 1

10 14 20

Fig. 9. Routing energy consumption.

can save energy consumption in the routing discovery phase, from 60% upto
78%, compared to other mentioned algorithms.

4 Concluding Remarks

The lifetime of an ad hoc network can be increased by efficiently and wisely
controlling the power consumption of each individual node. In this paper, we
propose an adaptive routing algorithm that can help control the flooding of
routing control messages and give all nodes active right to save their energy. In
our approach, every node can decide by itself whether to take part in a connection
section or not by performing a set of prediction rules. These prediction rules are
based on energy requirement by each connection, energy availability at each
node, and neighbor nodes’ status. Finally, the route selections algorithm enable
the destination node to choose the most suitable routing path, which has enough
energy capacity and small energy consumption. Our simulation results show that
the solution can significantly last the network lifetime. Moreover, we see that it
is also easy to implement by modifying an existing routing protocol such as
AODYV. This encourages us to implement our algorithm on a real testbed, which
is our current research focus.
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