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Abstract. Service-level agreements (SLA) definition and nbanimg are open
issues within the IT Service Management (ITSM) dom@&ur main goals are
to propose a model-based approach to IT services §tecification and

compliance verification. The specification part lwbbe accomplished by
proposing a SLA language - a domain specific lagguéDSL) for defining

quality attributes as non functional requirememtd-Rs) in the context of
ITSM. Its metamodel will be an extension of the aaetodel of an adopted
process modeling language for IT services. As siiclill be possible to

ground SLA definition on the corresponding IT seevimodel constructs. This
will allow that SLA monitoring and compliance vadiion could occur at a
level of abstraction that is understood by all si@keholders involved in the
service specification.
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1 Introduction

Most organizations rely on Information Technolod¥)(services to support their
business processes. IT services are built upotettfmical infrastructure (servers and
network devices) as well as on systems and apitabftware. The set of processes
that allow planning, organizing, directing and cofling the provisioning of IT
services is called an IT Service Management (ITSMjnework. Several ITSM
frameworks have been proposed, such as the ITILIfL]ITIL, one of the most
relevant processes is service level managementlifi2jorder to support the IT
services, IT providers use two kind of applicatioservice management applications,
which allow to track IT services incidents and peohs; and systems management
tools, for monitoring and control networks, systemmspplications [3].

Among the concerns within the service level managenprocess, are, for
instance, the requirements for services availgbitierformance, accuracy, which are
specified in terms of service-level agreements (SUA]. In a SLA, such
requirements, known as quality attributes, are tjtadively bounded (e.g. maximum
time to recover or repair.). However, although thosquirements are non-functional
in nature, and many non-functional requirementsinepies have been proposed in
the literature [5], those techniques are not beised in SLA specification.



SLA definition and monitoring are identified as opessues within the ITSM
domain [6]. In this research plan we are goingottué our attention on three specific
problems in this context: The first problem arifesn the current practice in SLA
specification for IT services, mostly based in téatgs filled with natural language
descriptions [7], and results not amenable to thraation of SLA compliance
verification. Since SLA definition are subjectiva nature it renders the second
problem: it is not clear to all involved stakehallevhich are the activities upon
which SLA compliance should be verified, and howitmon-compliance will affect
the evolution in the process describing the IT isendelivery. The third problem
concerns a semantic gap which occurs in SLA compéaverification. This gap
comes from the fact that compliance checking ha&s velying mostly in Quality of
Service (QoS) information from systems managemepliGations, instead of
consolidated data presented at the process mautelsentation of the IT service.

In the rest of this paper we will present a surgaythe current state of the art of
SLAs (section 2) and our proposal to deal with SirAthe ITSM domain (section 2).

2 Related Work

When discussing related work, it is useful to hav@mmon taxonomy. A taxonomy-
based analysis fosters a more systematic studiffefeht approaches and also helps
identifying the issues, which are not overcome lhyrent approaches, and our
proposal intends to tackle. Our taxonomy for dédag the entries of the survey of
the current state of the art in SLA specification @ompliance validation (see Table
1) is based in the following dimensioiXomain: it refers to the technological context
at which the SLA is defined and evaluated. (IJM — regarding processes of an
ITSM framework; (2) SOA — concerning web services interacting in an SOA
environment; (3)System Management — related with services of IT infrastructure
assessed by QoS paramet&@.malization: it refers to the level of formalism used
for SLA specification. (1)Formal — mathematically-based techniques amenable of
rigorous proof; (2Bemi-formal — although the representation might not be a cetapl
description of reality, the representation itselidathe system description are
equivalent; (3)nformal — descriptions in natural language usually usirggractured
template formAbstraction Level: it refers to the kind of representation used iAS
(1) Model-based — diagrammatic models for SLA elicitation and sfeation; (2)
Hybrid — a blended approach using a diagrammatic notatigplemented by a
textual language; (3)extual — specification exclusively based in textual laagg.
Verification Compliance: it refers to the level at which the SLA validatioccurs.
(1) Moddl-based — the SLA compliance is checked at the level ofdets; (2)
Message-based — the compliance verification is based in the exged messages; (3)
Data-based — the compliance verification is based on infoiorasstored in databases
or the like repositories, by applications that dedh and support special types of IT
infrastructure or specific IT processes; @sent — there is no SLA compliance
checking.

The most well-known specifications related to SLre dor web services: the
language and framewolkieb Service Level Agreement (WSLA) [8] is a specification



and reference implementation developed by IBM tpabvides detailed SLA
specification capabilities that enable the runtimenitoring of SLA compliance; the
Web Services Agreement Specification (WS-Agreement) specification [9], defines an
XML-based language for agreements as well as aogubtfor advertising the
capabilities of service providers, creating agresméetween service consumers and
providers, and monitoring agreement complianceal#o defines a protocol for
negotiating and establishing agreements dynamidsbked on web services. Other
works for the specification of quality propertiese athe Web Services Offering
Language (WSOL) [10], theWeb Service Management Layer (WSML) [11] and the
Web Service Modeling Ontology (WSMO) [12].

Other projects related with SLA specification aRule-Based Service Leve
Agreements (RBSLA) [13] that provides a set of abstract laagg constructs based
on RuleML to define SLA/policy rules and uses knowledge espntation concepts
for the specification of SLA; and ti#&.Ang [14], a language for SLA, defined using a
combination ofMeta-Object Facility (MOF), Object Constraint Language (OCL),
and natural language. All the mentioned approachegelated with SOA, therefore
they only address computational processes and @rabte to deal with processes
where humans are involved such the ones covertidsdfl. Moreover the verification
of compliance is made at an implementation instdfaat a model level most suitable
for common stakeholders.

There are also available, a number of service nemagt applications that support
the ITSM service level management process [15\wel as systems management
tools ,[16] that monitor network, IT devices angbgations at QoS parameters level.
Albeit the former applications are related with th&M domain, they have issues, as
we highlighted in section 1, such as the informpécification of SLA and the
monitoring and compliance verification, based mpoatlscattered and not integrated
repositories of data. The latter applications halso these kinds of issues, and
moreover their domain is mainly the technical iefracture.

Table 1. Summary of current SLA approaches to specificatiod validation.

Approach Domain Formalization Abstraction Verification
Level Compliance
(8] [9] [10] [11] [12] [13] (2) (1) (3) (2)
[14] (2) (1) (2) (2)
[15] 1) (3) (3) 3)
[16] 3 3 3 3

3 SLA specification and validation Environment

Our proposal for the specification and validatidrS8eA compliance of IT services is
supported by an environment, ti&A specification and validation Environment
(SLAEnv). The SLAEnv architecture addresses twonnaases in the SLA life
cycle: the SLAspecification phase, when a negotiation process takes place among the



stakeholders; and thealidation phase, which includes the monitoring, reporting,
evaluating and improving of the SLA.

The negotiation step aims to define the conditiohthe SLA contract. ArSLA
Editor supports this activity. The SLA Editor must be lblbased in theProcess
Metamodel and SLA Metamodel, using aDSL Tool. For the Process Metamodel
definition the foundation is the BPMN 2.0 specifioa [17]. On the other hand the
SLA metamodel specification is based in technigafeson functional requirements
(NFRs) elicitation [18]. The output of the SLA Ealitis anS_A Contract expressed in
a SLA language, compliant with the SLA metamodeid aadditional integrity
constraints expressions written in the OCL.

The conditions of an SLA contract are the input &orSLA Evaluator. System
states (snapshots of a running system) could betexteand manipulated during an
evaluation. Information about a system state véllatained by querying thHerocess
Modeler Animator for IT service execution. For each snapshot OChstraints can
be checked. By evaluating OCL expressions we cgalther detailed information
about the system’s SLA conformance. Graphical viéeg dashboard or balanced
scorecard) of system’s state can be provided t&8ltAeVisualizer.

The Process Modeler Animator is a BPMN console where IT services are depicted
and animated as BPMN process diagrams. An IT seregjgecification, can be
persisted in a standard format (e.g. XMI), whicll i the Process Model repository.
This definition is required for the SLA contractfidéion, since it will allow that
hooks, concerning SLA quality attributes, could dgsociated to BPMN diagram
elements (activities, gateways, data, etc.). Thasxks will allow the SLA Evaluator
to trace an IT service instance execution to theesponding SLA contract quality
attributes thresholds. Therefore, the SLA Evalua®rthe corner stone of the
environment since it joins the specification antidation phases of an SLA. This is
done by matching the SLA contract assertions withIT service data execution, and
making available the resulting snapshot to thealization component.

This approach, unlike the mentioned in sectionsZailored for SLA monitoring
and compliance verification in the ITSM domain. Mover, it allows a semi-formal,
and model based specification and conformance amgalf SLA. The validation
process of this proposal will take place in an éfvice management project on the
domain of financial self-service systems.

4 Conclusions

Since SLA definition and monitoring are open isswéhin the ITSM domain, this
research work intends to address it by proposingaael-based approach to IT
services SLA specification and compliance verifimat The specification part will be
accomplished by proposing a SLA language. Thisuagg will be derived by way of
a domain specific language that is intended toldbe @ specify the quality attributes,
also known as non functional requirements, in tbetext of ITSM. The main
contribution of this proposal is to allow SLA corgice verification to be made at
the same abstraction level of specification, a&.a model level, filling the semantic
gap between stakeholders.
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